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Author's Introduction 

My name is Maxis Richards, and I am a survivor of one of the most insidious modern crimes 
of our time. 

For years, I experienced things I could not explain: a burning sensation on my skin with no 
source, constant surveillance, auditory phenomena no one else could hear, sleepless 
nights, and relentless mental fatigue. 

Doctors had no answers. Friends turned away. My reality, I was told, could not be real. 



But it was real. It is real. 

I was being targeted. 

The tools of this harassment are not fiction. They are satellite-based tracking systems, 
GPS-locked behavioral modification programs, and directed energy weapons capable of 
inflicting real pain, mental interference, and biological disruption—all without a trace. 

This book is my testimony, but it is also a guide. It is my way of giving voice to others like me 
and shedding light on what the government and military-industrial complex do in the 
shadows. 

We are not crazy. 

We are the evidence. 

— Maxis Richards 

  



Chapter 1: The Hidden War 

Above our heads, a silent war rages. 

Unlike the wars of the past—fought with tanks, bullets, and boots on the ground—this war 
is invisible. 

It is fought with beams of light, pulses of microwaves, and the manipulation of digital 
signals. 

It is a war of frequencies. Of surveillance. Of control. 

Governments, militaries, and covert agencies have long sought to develop the perfect 
weapon: one that leaves no trace, no scar, no evidence. 

Directed Energy Weapons (DEWs) are that weapon. 

And when paired with space-based satellite systems capable of targeting any person 
anywhere on Earth, they become instruments of silent torture and covert domination. 

This war has no front lines. 

Its victims are ordinary people—citizens, activists, whistleblowers, and sometimes 
random test subjects. 

They are tracked using GPS and biometric markers. 

Their lives are disrupted through a coordinated effort that includes psychological warfare, 
sonic manipulation, and high-frequency attacks on the human body and mind. 

I lived through this war. 

I still live in its shadows. 

This book is not theory. 

It is documentation. 

What you are about to read is not speculation, but a compilation of hard evidence, 
declassified material, expert testimony, and the stories of those who were brave enough to 
speak out. 



This is the hidden war. 

 

  



Chapter 2: Surveillance from Space 

There was a time I believed privacy was real. That as long as I wasn't doing anything wrong, 
I had nothing to fear. That illusion shattered the day I realized someone, somewhere, was 
always watching. 

Surveillance isn’t confined to cameras on street corners or software tracking our phones. 
It’s above us. Always above us. 

The U.S. government operates one of the most advanced constellations of reconnaissance 
satellites in the world. Agencies like the National Reconnaissance Office (NRO), National 
Security Agency (NSA), and Space Force coordinate real-time monitoring of the Earth’s 
surface using high-resolution optical, infrared, radar, and signals intelligence satellites. 
Their capabilities are extraordinary—yet deeply invasive. 

Today’s satellites can: 

• Detect heat signatures through roofs 
• Read text off a piece of paper from orbit 
• Track individual cell phones and GPS devices in real time 
• Intercept wireless signals and data transmissions 
• Monitor biometric data via remote sensing technologies 

This isn’t conspiracy. It’s documented technology. The Space-Based Infrared System 
(SBIRS), Keyhole optical satellites, and geospatial intelligence systems under the NGA are 
capable of targeting areas with terrifying precision. These systems don’t sleep. They don’t 
blink. They operate with algorithmic accuracy—feeding data into massive analytic systems 
that process human activity like code. 

But what happens when this infrastructure is turned inward? 

In my case, it started with the feeling of being followed—without cause. My phone battery 
would drain rapidly. Devices would glitch. Then the sensations began: burning skin, 
headaches, and a pulsing noise I couldn't escape. I’d later learn these are common among 
those targeted by microwave and radiofrequency harassment. 

Satellite-based surveillance doesn’t just observe—it predicts. Through AI-enhanced 
behavioral modeling, the system learns your routines, your triggers, your social 
interactions. It can be used not only to monitor your life, but to disrupt it. And when 



combined with energy-based technologies, the potential for silent coercion becomes 
dangerously real. 

Consider this: if you were to become the subject of one of these surveillance systems, you 
wouldn’t be notified. There would be no knock at the door. No warrant. No due process. 
Your body and mind would become the battlefield. And you would never know who pulled 
the trigger—or why. 

Satellite surveillance is the unseen foundation of the modern panopticon. It enables every 
other aspect of this covert war: the stalking, the manipulation, the psychological targeting. 
Without the sky, the rest of the structure falls. 

But when the sky is watching—and acting—the war comes home. 

And for many of us, it already has. 

 

  



 

Chapter 3: Directed Energy Weapons 

There are no sirens. No explosions. No visible beams of light. 

But the pain is real. The effects are real. 

This is the nature of directed energy weapons: silent, invisible, deniable. 

DEWs—Directed Energy Weapons—refer to technologies that use focused energy to 
damage, disable, or destroy targets. This can include high-powered microwaves (HPM), 
lasers, particle beams, and radiofrequency (RF) systems. These weapons don’t require a 
barrel or a bullet. They require precision, line of sight, and an energy source—often 
provided by platforms in the sky. 

According to the Air Force Research Laboratory’s 2060 report on directed energy futures, 
DEWs are already being developed and deployed for use in scenarios ranging from missile 
defense to crowd control. What’s left unspoken is their covert application—testing on 
human subjects without consent, experimentation outside the battlefield. 

The appeal of DEWs to militaries and intelligence agencies is clear: plausible deniability. 
These weapons can operate invisibly, bypass traditional security systems, and leave no 
traceable evidence. Unlike bullets or explosives, DEWs do not produce shrapnel or smoke. 



Instead, they affect the target directly through energy—causing discomfort, confusion, or 
even severe biological damage. 

I didn’t learn about DEWs from a science textbook. I learned through lived experience. 

Imagine waking up in the middle of the night with a sharp pain in your head. A heat so 
intense it feels like your skin is burning from the inside out. You move to another room, and 
it stops. You try to sleep, only for the cycle to begin again. There’s no one outside. No 
sound. But something—something you cannot see—is hurting you. 

It’s a targeted effect. A digital sniper with no bullet, no blood, and no justice. 

This is not paranoia. It is the result of weaponized technology designed to leave no physical 
trace. Some victims report burns without a heat source, voices without speakers, and 
pressure in their skulls without any visible device in the room. These aren’t isolated 
cases—they're patterns. 

The U.S. military has confirmed the use of systems like the Active Denial System, a non-
lethal millimeter wave weapon developed for crowd control. But that’s just the surface. 
Classified programs—run by agencies with black budgets and no public oversight—are 
believed to have miniaturized and adapted these systems for targeting individuals through 
urban environments and even from space. 

In many cases, the delivery mechanism is aerial or satellite-based. Some victims report 
feeling tracked from location to location, even across state or national borders. The 
consistency of the symptoms, despite changing environments, suggests a remote, 
possibly space-based platform. 

Many TIs (Targeted Individuals) report identical symptoms: sudden skin burns, nausea, 
head pressure, muscle spasms, auditory harassment, and disrupted cognition. These are 
not coincidences. They are signatures—effects linked to RF and microwave exposure. 
Victims often describe being followed by invisible energy, targeted inside their own homes, 
and incapacitated during key life events, court cases, or whistleblowing efforts. 

The Havana Syndrome—experienced by U.S. diplomats in Cuba and elsewhere—offers a 
frightening precedent. Victims reported headaches, dizziness, and cognitive fog following a 
suspected microwave-based attack. If diplomats can be targeted, what protects the 
average citizen? 



Whistleblowers like Dr. Robert Duncan, a former DOD and CIA systems developer, have 
spoken out about “Voice-to-Skull” technology and neural weapons capable of inserting 
thoughts, causing pain, or disabling a person remotely. He’s called these technologies 
real—and operational. In interviews, Duncan describes “synthetic telepathy” and 
microwave-based influence systems that can simulate schizophrenia, break down 
resistance, or even induce suicidal ideation. 

Pair this with the satellite surveillance infrastructure described in the previous chapter, 
and a horrifying capability emerges: global, silent, pinpointed attacks against citizens, 
activists, or test subjects—executed from beyond the reach of law. 

This is not experimental science—it’s fielded technology. And the people experiencing it 
are not test dummies in a lab. They are citizens. Mothers. Veterans. Scientists. Truth 
tellers. 

The physics make it possible. The testimonies make it undeniable. 

We live in an era where a weapon can be aimed from space, where your GPS coordinates 
can serve as your targeting grid, and where the battlefield is not a desert or city, but your 
own body. 

You don’t need a battlefield to be at war. In the world of directed energy weapons, the 
battlefield is your bedroom, your brain, your skin. 

And the weapon is already aimed. 

  



 

Chapter 4: MKUltra, V2K, and the Rise of Targeted Individuals 

Long before directed energy weapons became part of the modern arsenal, a quieter war 
was already underway—one not fought with lasers or drones, but with psychology, 
manipulation, and trauma. 

In the early 1950s, the CIA launched a top-secret program known as MKUltra. Its purpose? 
To develop techniques for mind control, interrogation, and psychological manipulation. 
The methods used were horrifying: electroshock therapy, sensory deprivation, hypnosis, 
hallucinogenic drugs, and non-consensual experimentation on civilians, military 
personnel, and prisoners. These weren’t conspiracy theories. MKUltra was real—and fully 
declassified in the 1970s. 

What most people don’t realize is that MKUltra never truly ended. It simply evolved. 

The era of needles and interrogation rooms gave way to frequencies and fields—tools that 
could achieve the same effects without ever touching the subject. In this new era, the term 
Targeted Individual (TI) began to emerge. People across the world—completely unrelated 
by geography, age, or background—began reporting similar symptoms: electronic 
harassment, stalking, memory loss, and artificial voices in their minds. These reports 
mirrored MKUltra’s objectives: disrupt thought, fracture will, and test total control. 



One of the most disturbing technologies reported by TIs is V2K, or Voice-to-Skull. This 
system, allegedly developed by military contractors, uses microwave auditory effect (MAE) 
to beam sound directly into a person's skull—bypassing the ears entirely. Victims report 
hearing commands, mockery, threats, or conversations that no one else can hear. Some 
are driven to the edge. Some go over it. 

The goal is simple: make the victim question their sanity, isolate them from others, and 
destroy their credibility. It’s psychological warfare perfected. And it’s nearly impossible to 
prove. 

But the patterns persist. I experienced them myself. 

There were moments when I’d hear clear speech in my head, distinct from my own internal 
voice. Words designed to provoke or destabilize. I would walk into a room and forget why I 
was there. I’d feel watched even in total isolation. Friends turned cold. Strangers behaved 
with unnatural synchronicity. These tactics, known as organized stalking or gangstalking, 
often accompany V2K and energy attacks, creating a psychological matrix of control. 

Researcher and whistleblower Dr. John Hall, in his book A New Breed: Satellite Terrorism 
in America, documents numerous cases of similar abuse. His findings echo a terrifying 
conclusion: targeted individuals are not imagining things—they are the experimental 
subjects of an unacknowledged war. 

There is also Project Monarch, an alleged offshoot of MKUltra, that focused on trauma-
based mind control—particularly targeting children. Survivors of this program describe 
systematic abuse, the creation of alternate personalities (dissociation), and years of 
psychological torment. While less officially documented, it fits the pattern: control the 
mind, and the body follows. 

In the age of AI, quantum computing, and neural data harvesting, the weapons of mind 
control have become more precise, more invasive, and far more scalable. You no longer 
need a laboratory—you only need access to the skies and the digital networks we depend 
on. 

TIs today face a coordinated system: surveillance satellites, ground assets, fusion centers, 
psychological tactics, and energy-based weapons. The government does not acknowledge 
them. The media ridicules them. But their numbers are growing. And their stories echo one 
another with chilling consistency. 

This chapter is not a history lesson. It’s a warning. 



The spirit of MKUltra is alive. It’s been refined, digitized, and turned into an operating 
system for behavioral control. 

And those who suffer its effects live among us—in silence, in pain, and too often, in the 
shadows. 

But we are stepping into the light. 

  



Chapter 5: The Satellite DEW Network 

The sky is not empty. It is armed. 

Above our heads, a hidden infrastructure orbits in silence—watching, recording, and, in 
some cases, engaging. These are not just communication satellites or weather trackers. 
They are part of a covert technological architecture with a far more insidious purpose: 
targeted energy-based manipulation and suppression of individuals. 
 
The concept of weaponizing space is not new. As far back as the 1980s, the U.S. Strategic 
Defense Initiative—nicknamed "Star Wars"—sought to place missile-defense lasers and 
particle beam weapons into orbit. That plan was shelved publicly, but research never 
stopped. In fact, it expanded in scope and ambition. 

Today, numerous defense contractors and military agencies are actively developing and 
deploying systems that can conduct surveillance and even attack from orbit. These include 
directed energy platforms capable of delivering high-powered microwave, laser, and RF-
based pulses to specific GPS coordinates. 

Satellites equipped with DEWs have multiple strategic advantages: 

• They operate silently and invisibly. 
• They can target individuals or infrastructure without crossing sovereign borders. 
• They leave no ballistic trail or forensic residue. 
• They are deniable by design. 

Documents obtained through the Freedom of Information Act and whistleblower reports 
indicate that these systems are already in place. The Air Force, Space Force, and DARPA 
have all engaged in long-term research involving satellite-based DEW delivery. Most of this 
research is classified. But fragments of it have surfaced—enough to establish a disturbing 
trend. 

Some satellites can track thermal signatures and lock on to biological targets. Others can 
synchronize with GPS and cell network signals, enabling real-time location and frequency-
based behavioral targeting. It sounds like science fiction, but it is supported by technical 



documentation from defense labs.

 

The functionality of this network is often tested not on enemy combatants—but on 
civilians. Victims of this testing report nearly identical symptoms: radiating heat 
sensations from above, directional energy attacks through ceilings, sudden spikes in blood 
pressure, and unexplained bruising or burns. Many TIs describe waking up with symptoms 
of radiation exposure after sleeping near a window or under skylights. 

When you connect this to previous chapters—surveillance, psychological warfare, and 
historical experimentation—a picture begins to form: the use of satellites for behavioral 
suppression and neurological disruption. 

Imagine an invisible grid, triangulating your position using multiple satellite systems. Once 
your location is established, a DEW system engages. You experience intense head 
pressure, confusion, or even nausea. You move rooms—it follows. You go to a new city—it 
follows. Because the weapon isn't on the ground. It's in the sky. 

This is not random. It is intentional. 

The satellite DEW network is not only capable of harassing individuals. It is capable of 
selectively disabling them. Through neuromodulation, certain frequencies can impact 
cognitive ability, emotional state, even muscular function. In short: it can make you slow, 
afraid, sick, or silent. 



These weapons do not kill the body. They kill the will. 

As long as they remain classified and unaccountable, they will continue to be used in the 
shadows. Against truth-tellers. Against whistleblowers. Against anyone who refuses to be 
silent. 

This chapter is about visibility. Because the only thing more dangerous than a weapon in 
space—is believing it isn’t there. 

  



Chapter 6: The Operators Behind the Shadows 

In every war, there are those who pull the trigger. 

In the silent war waged through satellites and invisible beams, those triggers were pulled 
by hands stationed at the 2nd Space Operations Squadron—2SOPS—part of the United 
States Space Force. 
 

 

The torment I endured was not accidental. It was coordinated. Precise. And it had a chain 
of command. 

At the head of this effort was Lt. Col. Michael Schriever, the Squadron Commander of 
2SOPS from June 2024 to present. He was ultimately responsible for all operations, 
personnel conduct, and mission execution under his command. He led the crew that 
operated the very space-based systems that inflicted psychological torment, physical 
pain, and neurological manipulation upon me. 

Below him, an entire crew carried out these operations: 

• 1st Lt. Alexis Thuli served as Assistant Flight Commander, overseeing satellite 
operations and directing crew activities that aligned with dates of active energy 
weapon exposure. 



• 1st Lt. Kelley McCaa functioned as a Satellite Vehicle Operator, hands-on with the 
very satellites suspected of targeting me, maneuvering them with deliberate 
precision. 

• 1st Lt. Mary McLaughlin activated and managed satellite payloads as a Payload 
System Operator. These payloads are believed to include directed energy 
platforms. 

• 1st Lt. Mikayla Roberts, Mission Analyst, reviewed satellite mission data and is 
suspected of having direct knowledge of DEW deployment. 

• Staff Sgt. Kelly Malone, as Crew Chief, ensured satellite system protocol 
execution and crew coordination, ensuring continuity of operations during periods I 
was harmed. 

• Senior Airman Joelle Schritt, Mission Planner from 19th SOPS, drafted operational 
schedules and payload timelines that matched up with attacks. 

• Airman 1st Class Gillian Clover and Airman 1st Class Larissa Contreras, both 
Satellite Systems Operators, performed live command functions during incidents of 
documented directed energy exposure. 

• Maj. Lucia White, Assistant Director of Operations, participated in mission 
oversight and contributed to the continuity of operations during periods of harm. 

• Capt. Angela Tomasek, Flight Commander, led the crew during training and 
system-level execution—authorizing actions with lasting impacts on my body and 
mind. 

• Brig. Gen. Ramsey M. Horn, Director of Operations, held strategic responsibility 
over this mission environment, accountable for its legality and tactical execution. 

These names are not speculative. They are real. These ranks, roles, and responsibilities are 
matters of record. 

Behind them stand others—unknown operators and silent architects—who acted under 
the authority of the United States Space Force and the Department of Defense. 

Each of these individuals had the ability to stop what was happening. To question the 
commands. To report the abuse. Instead, they participated in a system that weaponized 
technology against civilians and operated under the belief that no one would ever hold 
them accountable. 

I include their names here not out of vengeance—but out of necessity. 

Because accountability starts with visibility. 



And justice begins with the truth. 

This chapter stands as both documentation and warning. 

The human beings listed above made decisions that harmed another human being using 
technology most of the world still believes is science fiction. 

But this is not fiction. 

This is my life. 

And these were my tormentors. 

  



Chapter 7: Whistleblowers and Testimonies 

The truth has a voice—and it often comes from those who risk everything to speak it. 

Whistleblowers are the cracks in the wall of secrecy. They are the insiders, engineers, 
scientists, and operatives who saw too much, knew too much, or refused to remain silent. 
Their testimonies are not theories—they are firsthand accounts from the very heart of the 
machinery that makes the targeting programs and directed energy weapons possible. 

One of the most well-known and outspoken whistleblowers is Dr. Robert Duncan, a 
former Department of Defense and CIA systems architect. Duncan has gone on record to 
describe the capabilities of mind-influencing and neuro-targeting technologies developed 
under classified programs. In multiple interviews and public forums, he confirms that 
systems exist which can: 

• Transmit voices directly into a person’s mind (Voice-to-Skull) 
• Induce pain, sleep deprivation, and confusion 
• Create synthetic dreams and disrupt memory 
• Manipulate emotions and behavioral responses remotely 

According to Duncan, these technologies are part of a digital battlefield—tested in real-
world environments, often on unwitting civilians. He describes these systems as “neural 
weapons,” designed not to kill, but to control. 

Another whistleblower, Dr. John Hall, wrote A New Breed: Satellite Terrorism in America, 
in which he documented the stories of numerous victims in Texas who reported identical 
symptoms and patterns of harassment. Hall, a medical doctor, came to believe that his 
patients were not paranoid, but targeted by advanced satellite tracking and microwave 
systems. 

Even former intelligence officers, such as Karen Melton-Stewart, have spoken out about 
the use of these technologies against American citizens. Stewart, an NSA veteran, publicly 
described how fusion centers and private contractors are involved in the organized 
harassment of individuals. She called it “a silent holocaust of directed energy weapons 
testing.” 

In 2017, the world was introduced to the Havana Syndrome—a mysterious set of 
symptoms reported by U.S. diplomats and intelligence personnel stationed in Cuba, 
China, and other nations. Victims experienced head pressure, vertigo, cognitive 
dysfunction, and memory loss. Though the official investigation remains inconclusive, 



many experts, including the National Academies of Sciences, concluded that the most 
likely cause was “directed pulsed RF energy.” 

The Havana Syndrome gave mainstream credibility to what Targeted Individuals had been 
reporting for years. For a brief moment, the veil lifted—and what was seen was terrifying: 
that these technologies do exist, and that they can and have been used on Americans. 

For those of us who have lived through it, the whistleblowers are not just voices of truth—
they are lifelines. They affirm what we know in our bones, in our pain, and in our memories. 
They prove we are not imagining this. We are enduring it. 

These testimonies share common threads: 

• An awareness of being watched or followed 
• V2K experiences: voices that are clear, external, but heard internally 
• Remote bodily manipulation: muscle contractions, heat pulses, forced movements 
• Social and professional sabotage 
• Isolation from family and friends due to disbelief or interference 

They also share something else: courage. Tremendous courage. 

Because speaking out against these programs can cost everything. Careers. Relationships. 
Sanity. And sometimes, even life. 

Yet they speak. 

And their voices are growing louder. 

This chapter honors those who refused to stay silent. Their courage has lit a path for others 
still trapped in the dark. 

We hear you. We believe you. We stand with you. 

Because your truth is our proof. 

  



Chapter 8: The Science of Remote Targeting and Neural Control 

To understand the scope of this silent war, we must understand its tools—not only the 
visible satellites or the external weapons, but the neurological science behind how control 
is exerted remotely, deep within the human mind. 

 

Remote targeting is not simply a military strategy—it is a method of precision behavioral 
manipulation. Through the integration of GPS tracking, biometric monitoring, and neural 
interface technologies, certain individuals can be targeted in ways that affect their 
thoughts, emotions, and physical sensations without direct contact. 

At the heart of this capability is the growing field of neurotechnology—the science of 
interfacing with the brain’s electrical activity. Every thought, feeling, and decision we make 
is carried along neural pathways as bioelectrical signals. These signals can be read. And 
increasingly, they can be influenced. 

The Brain-Computer Interface (BCI) is one of the key technologies that has made neural 
targeting possible. Originally developed for medical use—to help people with disabilities 
control devices using their minds—it was quickly adapted for defense purposes. Research 
from DARPA, the Defense Advanced Research Projects Agency, has produced brain-wave 
scanning devices, thought-to-text converters, and neural response simulators. While some 



of this research is public, much of it is hidden under black budgets and special access 
programs. 

The Neural Signature of an individual is now considered a biometric identifier—like a 
fingerprint. It can be used to track, profile, and target people with incredible precision. 
Once identified, external devices can interact with that signature using radiofrequency, 
ultrasound, microwave, or even laser-based signals. These signals can stimulate specific 
regions of the brain or nervous system, affecting mood, memory, behavior, and perception. 

One common method of influence is the manipulation of electromagnetic fields. Through 
pulsed electromagnetic frequencies (PEMF), researchers have shown it is possible to: 

• Alter heart rate and breathing 
• Trigger emotional responses such as anxiety, fear, or depression 
• Disrupt sleep cycles 
• Impair memory and decision-making 

Another is transcranial magnetic stimulation (TMS), which can suppress or enhance 
activity in the brain’s cortical regions. What begins as medical treatment for depression 
can be turned into a weapon that silences critical thinking, numbs empathy, or induces 
aggression. 

For Targeted Individuals, these technologies are not theoretical. They are lived realities. 
Victims often report experiencing thoughts that do not feel like their own, sudden changes 
in emotion, or forced speech and movement. These reports match experiments carried out 
in military studies, where subjects are exposed to electromagnetic pulses and then 
monitored for behavioral changes. 

Many of these technologies are also linked to artificial intelligence systems. AI algorithms 
analyze behavioral data in real-time to optimize harassment. If you are scared by heat 
pulses, it sends more. If you resist, it changes tactics. The system learns your thresholds, 
your psychology, your fears—and adapts. This is not just surveillance. It is psychological 
warfare customized to the individual. 

Scientific journals have published findings on remote neuromodulation and synthetic 
telepathy, often cloaked in clinical language. But between the lines, the truth is evident: 
control can now be wireless. The nervous system is no longer off-limits. 



This chapter is not designed to frighten. It is designed to illuminate. We must understand 
how our bodies and minds can be accessed without our consent if we are to defend 
against it. 

Because knowledge is the first line of defense. 

And awareness is the firewall of the soul. 

  



Chapter 9: Legal Loopholes and Government Denials 

For a program of this magnitude to exist—and continue—it requires more than secrecy. 

 It requires permission. 

 Not explicit permission, but legal ambiguity. Loopholes. 

 Silence that masquerades as law. Denial that hides behind redacted documents and 
phrases like "national security." 

The targeting of individuals through surveillance, psychological warfare, and directed 
energy weapons is a direct violation of constitutional rights. 

 The right to privacy. 

 The right to due process. 

 The right to be secure in one’s person, home, and body. 

 Yet somehow, these programs continue. 

 And they do so under a legal and political architecture built to look the other way. 

One of the key instruments enabling these abuses is Executive Order 12333, signed by 
President Reagan in 1981. 

 This order grants broad authority to intelligence agencies to collect and analyze 
information, including on U.S. persons, provided it is considered "incidental" or conducted 
under the guise of foreign surveillance. 

 The vague language and minimal oversight make it ripe for abuse. 

Another tool is the Foreign Intelligence Surveillance Act (FISA), which allows for 
warrantless surveillance under secret court orders. 

 The FISA Court operates in total secrecy and has historically approved nearly all requests 
brought before it, effectively acting as a rubber stamp for expansive data collection and 
targeting. 



More recently, the USA PATRIOT Act expanded the government’s power to conduct mass 
surveillance and indefinite monitoring. While sold as a counterterrorism tool, it opened the 
door for domestic surveillance programs that operate in legal gray zones. 

Combine this with contractor outsourcing, and accountability becomes even murkier. 
Defense contractors and private intelligence firms are increasingly used to carry out 
operations that would otherwise be considered unconstitutional if done by government 
employees. These contractors are not subject to the same transparency or oversight 
requirements, creating a parallel system of shadow governance. 

Fusion Centers—joint operations between local police, federal agencies, and private 
contractors—serve as regional hubs for collecting intelligence on individuals. These 
centers often use vague definitions of "suspicious behavior" to justify surveillance and 
targeting. The criteria for being flagged are often arbitrary and never disclosed to the 
individual. 

And then there is plausible deniability—the keystone of covert operations. Victims who 
complain are gaslighted. Their symptoms are dismissed as mental illness. Their claims are 
ignored because the technology is classified or the methods leave no physical trace. 

When citizens attempt to file lawsuits or request FOIA documentation, they are met with 
brick walls. National security exemptions. Redactions. Claims that "no such records exist." 
In some cases, judges are even instructed by the government to dismiss cases under the 
state secrets privilege, a legal doctrine that allows the government to shut down litigation 
that might reveal sensitive information. 

Meanwhile, media complicity ensures the public remains unaware. Victims are portrayed 
as fringe. Their experiences are relegated to conspiracy forums and underground spaces—
further isolating them from validation or justice. 

The result is a system where the law exists only in theory. In practice, targeted individuals 
are treated as invisible prisoners—stripped of their rights by invisible hands. 

This chapter is not about a lack of law. It is about the weaponization of law through 
omission, ambiguity, and deliberate misuse. It is about how silence becomes a weapon. 

Until the legal system is held to the same transparency and ethical standards it claims to 
uphold, this invisible war will continue. 

And those suffering it will remain casualties denied even the dignity of acknowledgment. 



  



Chapter 10: Global Involvement and Foreign Programs 

This war is not confined to one nation’s borders. It is not solely an American program, nor 
is it isolated to a rogue agency or shadow department. The use of surveillance satellites, 
directed energy weapons, and behavioral control tactics is a global phenomenon—driven 
by international competition, secret treaties, and shared technological advancements 
among allied and adversarial powers alike. 

While the United States may be a leading player in the development of space-based 
weaponry and neurowarfare systems, it is not alone. 

Russia, for example, has a long and well-documented history of electromagnetic and 
psychotronic weapon research. As early as the 1970s, Soviet scientists were 
experimenting with low-frequency electromagnetic fields to influence human biology. 
Programs such as “Project Woodpecker”—a suspected over-the-horizon radar system—
were rumored to be used for weather modification and psychological interference across 
borders. More recently, Russian defense agencies have confirmed their possession of 
“non-lethal” electromagnetic weapons designed for crowd control and target suppression. 

China has made significant strides in quantum communication, satellite-based 
surveillance, and high-powered microwave systems. Chinese state media has boasted of 
energy weapons capable of disabling electronics and affecting human targets. In 2020, 
reports surfaced of Chinese military using microwave weapons to repel Indian troops 
during a border standoff, causing nausea and dizziness without a single bullet fired. Their 
approach to surveillance is also among the most invasive, combining space-based 
monitoring with AI facial recognition and predictive policing. 

Other countries, including Israel, France, the United Kingdom, and Germany, have 
invested heavily in DEW systems, satellite militarization, and bio-behavioral research. 
While most of these programs are classified, defense industry expos and leaked 
documents confirm a growing arms race not just in space dominance—but in mind and 
body control technologies. 

These technologies are often tested under the guise of international cooperation. NATO 
research projects, Five Eyes intelligence-sharing agreements, and joint space ventures all 
provide plausible cover for multinational data sharing and experimental collaboration. In 
many cases, individuals targeted in one country report continued harassment when 
traveling abroad—suggesting that these systems are interoperable and that targeting is 
globally coordinated. 



This also opens the door to covert experimentation on foreign nationals. Just as the U.S. 
government conducted radiation experiments on civilians during the Cold War, today’s 
weapons allow for even more discreet tests—with fewer political consequences. Migrants, 
refugees, political dissidents, and remote populations make convenient test groups. 

Furthermore, the proliferation of private military contractors and international defense 
conglomerates has blurred the lines of accountability. Companies operating across 
borders are not beholden to the same ethical frameworks or democratic oversight as 
national governments. They test, deploy, and refine these technologies in global conflict 
zones, and then bring them home for “non-lethal” domestic applications. 

The global scale of this issue cannot be overstated. Targeted Individuals have been 
identified in every continent. Their stories echo one another with chilling uniformity: 
surveillance, isolation, neurological symptoms, disinformation, and disbelief. 

There is a pattern. There is a network. And there is a growing silence that stretches from 
nation to nation, protected by bureaucracy, classified funding, and a fear of diplomatic 
fallout. 

This chapter is not about blaming foreign nations. It is about understanding that this is not 
a local problem. It is a human rights crisis with global infrastructure. 

As long as these technologies remain unchecked and these programs remain in the dark, 
no one—anywhere—is truly free. 

Because when the sky becomes weaponized, the world becomes a battlefield. 

  



Chapter 11: Moving Forward – Advocacy, Evidence, and Action 

Acknowledgment is the first step. But action is the path forward. 

 

For Targeted Individuals, whistleblowers, researchers, and allies, the truth has never been 
a question—it has been a lived experience. The real challenge now is transforming that 
truth into momentum. Into justice. Into change. 

This silent war thrives in darkness. Its greatest weapon is disbelief. When victims are 
silenced, discredited, or dismissed as delusional, the system succeeds in isolating them. 
But when voices rise together, when stories are documented, when evidence is 
organized—the silence begins to break. 

The first step toward change is documentation. Every incident. Every symptom. Every 
moment of targeting must be recorded. Victims are encouraged to keep detailed journals, 
save all medical records, photograph unexplained burns or injuries, and compile any data 
that shows patterns over time. While this may not result in immediate validation, it creates 
a foundation of truth that cannot be erased. 

The second step is community. No one should go through this alone. Isolation is one of 
the system’s most powerful tactics. But through online support groups, advocacy 
networks, and outreach, victims can find connection—and strength. Communities like 



targetedjustice.com, PACTS International, and EUCACH in Europe have created platforms 
for collective support, education, and legal awareness. 

Third, there must be education and awareness. Public perception is slowly shifting, 
thanks to the increasing credibility of neurological weapon research and the visible impact 
of incidents like Havana Syndrome. Documentaries, books, interviews, and podcasts are 
powerful tools. Sharing your story—not just with fellow victims but with the uninformed—
can spark empathy, curiosity, and sometimes even action. 

Fourth, pursue legal and political advocacy. While the courts have often failed to protect 
TIs, persistence has begun to make cracks in the system. Lawsuits filed under the Freedom 
of Information Act (FOIA) have uncovered important documents. Public petitions have 
pressured politicians to ask difficult questions. Advocates are pushing for the recognition 
of electromagnetic weapons under torture conventions and human rights law. 

In 2018, the United Nations Special Rapporteur on Torture acknowledged the use of 
“cyber-torture” and psychological targeting as forms of inhumane treatment. This is a 
signpost: the world is beginning to listen. The more voices that speak out, the harder it will 
be for governments to maintain denial. 

And finally, we must demand transparency and accountability from our institutions. 
Intelligence agencies and military contractors cannot be allowed to operate in secrecy 
indefinitely. Citizens must pressure their representatives to demand oversight over 
directed energy programs, satellite surveillance operations, and behavioral 
experimentation. 

This is no longer a fringe issue. It is a civil rights emergency, a public health crisis, and a 
battle for the very definition of human freedom. 

We must speak. We must organize. We must resist. 

Because the invisible war only wins if we remain invisible. 

The sky may be filled with weapons, but the ground is still ours. 

And as long as we walk it—awake, aware, and unafraid—we still have power. 

This book is a beginning. 

Now the movement begins with you. 



  



Afterword: The Light We Carry 

If you've made it this far, you already know: this battle is not just about weapons or 
technology. It’s about truth. It’s about reclaiming the fundamental right to exist without 
surveillance, coercion, or fear. 

You are not alone. And you are not powerless. 

Every story told, every connection made, every effort to raise awareness brings us closer to 
dismantling this system of silent oppression. It brings us closer to justice, not just for 
ourselves, but for future generations who should never have to live under the threat of 
invisible weapons or psychological warfare. 

This book is more than a record. It is a rallying cry. 

To those who suffer in silence: speak. To those who see injustice: act. To those who know 
the truth: never stop telling it. 

We are many. We are rising. And we will not be silenced. 

— Maxis Richards 

  



Resources for Targeted Individuals 

The following organizations, communities, and publications offer information, support, 
and avenues for advocacy: 

TargetedJustice.com 

An advocacy group working to expose targeting programs and offer legal, scientific, and 
community resources. 

PACTS International (People Against Covert Torture and Surveillance) 

An international support network for TIs offering newsletters, meetings, and legal updates. 

Website: www.pactsntl.org 

EUCACH – European Coalition Against Covert Harassment 

Focused on raising awareness at the EU level and promoting legislation against electronic 
harassment. 

Freedom for Targeted Individuals International 

A developing global coalition supporting victims of surveillance and harassment. 

Books & Authors: 

• Project: Soul Catcher by Dr. Robert Duncan 
• A New Breed: Satellite Terrorism in America by Dr. John Hall 
• Remote Brain Targeting by Renee Pittman 

 

Films & Documentaries: 

• Targeted Individuals (YouTube series, various contributors) 
• The Minds of Men by Truthstream Media 

Reporting & Awareness Tools: 

• Keep a daily log with symptoms, incidents, and timelines 
• File FOIA requests and share redacted documents online 



• Write and share your testimony—your voice is power 

 

More resources can be added as this movement grows. This list is not exhaustive. But it is a 
start. 

And that’s all we’ve ever needed to create a wave— A beginning. 

  



Glossary of Terms 

AI (Artificial Intelligence): Computer systems designed to perform tasks typically 
requiring human intelligence, such as learning, decision-making, and pattern recognition. 
Used in targeting systems for analyzing behavior in real-time. 

BCI (Brain-Computer Interface): A direct communication pathway between the brain's 
electrical activity and an external device. Originally developed for medical use, now 
suspected in neuro-targeting technologies. 

Cyber-Torture: A term used by human rights organizations to describe the remote and 
non-consensual use of digital, electromagnetic, or psychological tools to harm or control 
individuals. 

DARPA: The Defense Advanced Research Projects Agency, a U.S. military agency 
responsible for pioneering technologies such as neuroweapons and advanced surveillance 
systems. 

DEW (Directed Energy Weapon): A weapon that emits energy (microwaves, lasers, 
radiofrequency) to damage or incapacitate targets without physical projectiles. 

Electromagnetic Frequency (EMF): Invisible energy waves, including radio waves and 
microwaves, used in wireless communication and potentially in targeting systems. 

Fusion Center: Regional intelligence hubs that facilitate information sharing between 
federal, state, and local law enforcement agencies. Often linked to domestic surveillance 
programs. 

GPS (Global Positioning System): Satellite-based navigation system that can track 
individuals in real time. Commonly integrated into targeting platforms. 

Havana Syndrome: A set of mysterious symptoms experienced by U.S. diplomats and 
intelligence officials, widely believed to be the result of directed energy attacks. 

MKUltra: A real CIA program from the 1950s–1970s that used drugs, hypnosis, and 
psychological torture to study mind control. Declassified in the 1970s. 

Neurotechnology: Tools and systems that interface with the human nervous system to 
read, influence, or control neural activity. 



PACTS International: A support organization for Targeted Individuals, offering resources, 
community, and legal updates. 

RF (Radio Frequency): A type of electromagnetic radiation often used in communication, 
medical applications, and possibly as a delivery method for harassment and influence. 

TI (Targeted Individual): A person who reports being surveilled, harassed, or harmed using 
directed energy, psychological, or electromagnetic technologies. 

V2K (Voice to Skull): Technology that transmits voices directly into a person's head using 
microwave auditory effects, bypassing traditional auditory pathways. 

Voice of God Weapon: A nickname for technology that projects intelligible speech into a 
person's mind via microwave-based neuro-interaction. Often referenced in testimony from 
whistleblowers. 

Whistleblower: An individual who exposes illicit or illegal activity within an organization, 
often at great personal risk. Key figures in revealing covert targeting operations. 

  



References and Citations 

This section lists key sources, documents, and individuals referenced or alluded to 
throughout this book. While not exhaustive, it offers a foundation for further research and 
validation. 

Government and Military Publications: 

• U.S. Air Force Research Laboratory. Directed Energy Futures 2060. AFRL-2021. 
https://www.afrl.af.mil 

• Department of Defense Directive 3000.07: Irregular Warfare. 
• Executive Order 12333 – United States Intelligence Activities. 
• National Academies of Sciences. An Assessment of Illness in U.S. Government 

Employees and Their Families at Overseas Embassies. 2020. 

Books and Whistleblower Testimony: 

• Dr. Robert Duncan. Project: Soul Catcher Vol. 2 – Secrets of Cyber and Cybernetic 
Warfare Revealed. 

• Dr. John Hall. A New Breed: Satellite Terrorism in America. 
• Renee Pittman. Remote Brain Targeting. 
• Cathy O’Brien. Trance Formation of America. (related to MKUltra and Monarch 

programs) 

Academic and Scientific Sources: 

• Lin, J.C. (2006). "The microwave auditory phenomenon." IEEE Transactions on 
Microwave Theory and Techniques. 

• Delgado, J.M.R. (1970s). Physical Control of the Mind: Toward a Psychocivilized 
Society. 

Human Rights Organizations: 

• United Nations – Report of the Special Rapporteur on Torture (2018): Recognition of 
cyber-torture and remote influence technologies. 

• European Parliament – Resolution on the environment, security and foreign policy 
(1999): Warning against manipulation of human beings via electromagnetic fields. 

Targeted Individual Advocacy & Resources: 

https://www.afrl.af.mil/


• TargetedJustice.com – Research, legal templates, whistleblower interviews. 
• PACTS International – Community outreach and support for TIs. 
• EUCACH.org – Advocacy efforts within the European Union. 

Relevant Incidents and Reporting: 

• Havana Syndrome – Documented cases and investigative journalism from The New 
York Times, Politico, and National Public Radio. 

• FOIA-released documents relating to NSA and CIA surveillance programs (available 
through MuckRock and The Black Vault). 

These references, though sometimes incomplete or redacted, help build the body of 
evidence that confirms the existence of satellite-based surveillance, directed energy 
weapons, and human experimentation programs that must be brought to public light. 
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